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PURPOSE:

To provide instruction for Green Dot Files.
OBJECTIVE:
· To ensure notification and the safety of all persons involved; possibly a party in the action has threatened a Judge or other Court personnel.  Security concerns may be raised at any court location and the notification process is the same.  
GENERAL INFORMATION:
Pursuant to Maricopa County Superior Court Administrative Order 2013-165 (which replaces AO 2004-122 and AO 2006-078) and the security and safety protocols set forth by the County and Court Security, hard files and/or the main case page in iCIS are marked with a Green Dot because there is a potential security concern.
EVENT DRIVER:

· The File Room Supervisor is notified that a Green Dot is required on a specific case by any Court Division staff, Court Security, Court Administration, or Clerk of Court (COC) Management via verbal communication, e-mail, inclusion in a Minute Entry, etc.
PROCEDURES: 
1. The File Room Supervisor is notified that a Green Dot is required: 
A. If the notification is through minute entry, the court clerk will ensure the File Room is endorsed.
B. If the notification is via e-mail, contact the File Room via the "Green Dot-CSC" address in the Global Outlook email Address directory.

2. If a paper file exists, the File Room Supervisor will immediately place a Green Dot sticker on the case file folder and all subsequent volumes.  The File Room Supervisor will update File Tracking to identify the case file as a "Green Dot" case.
3. The File Room Supervisor will set the security flag in iCIS by checking the Security Concern box on the case information page.
4. The File Room Supervisor will annotate the case number, the parties' names, and the date of the request on the Master Green Dot Log.
A. The Master Green Dot Log will be maintained on an internal Clerk of Court computer drive in the Green Dot folder.
B. Upon each subsequent update, forward a copy of the log to all CSC and SEA managers as well as the Deputy Director, Records Management and Juvenile Services, Customer Service Administrator, and the Court Security Director.

NOTE: The Court Security Director may distribute the log or information from the log to Court staff.
5. COC Public Records Services staff should be aware when a Green Dot file is pulled for a customer and immediately alert their supervisor and the Protective Services guard in the customer lobby as follows: "Case number __________ is being viewed by [identify the individuals(s)] in the Customer Service lobby [identify exactly where the individual(s) is/are].  The file has a Green Dot.  Please be alert."
6. Protective Services will give special attention to the handling of that particular case file and the actions of the individual(s) reviewing the case file until it is returned to the Public Records Services Counter and the individual(s) have exited the facility.

POLICIES / RELATED DOCUMENTS:
· Maricopa County Superior Court Administrative Order 2013-165: Security in the Trial Courts of Maricopa County
OTHER PARTIES INVOLVED:
· CSC Managers
· SEA Managers
· Deputy Director
· Records Management
· Juvenile Services
· Customer Service Administrator
· Court Security Director
TIME / VOLUME:
· Varied
FREQUENCY:
· Daily
PERFORMANCE MEASURE:
· N/A
SYSTEM ACCESS REQUIRED:
· iCIS
· File Tracking
· email
REPORTS / FORMS:
· Master Green Dot Log
DEFINITIONS:
· N/A
APPLICABILITY:
This procedure applies to all employees of the Clerk of the Court.
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