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PURPOSE:

To provide instruction for Processing Release of Fingerprint Cards and Criminal History in Non-Criminal Cases.
OBJECTIVE:
· To provide the necessary direction to ensure that Release of Fingerprint Cards and Criminal History in Non-Criminal Cases are processed properly and consistently over time.
GENERAL INFORMATION:
Pursuant to A.R.S. 41-1750(Q), each agency authorized to receive fingerprint cards and criminal history information for the purpose of a non-criminal case must have an access agreement with DPS, a list of authorized personnel, and procedures adhering to the privacy, security and training requirements of handling this information as defined by the Department of Public Safety and the Federal Bureau of Investigation. 

Any verbal or written communication regarding these documents may occur only between authorized personnel and only if necessary to carry out the specific purpose for which the information is needed.  Criminal history information will not be emailed or sent electronically. Employees are advised that casual, unauthorized release of information (social network, discussions with friends, etc.) is strictly prohibited.
EVENT DRIVER:

· Discover and Confidential Materials receives these items as sealed documents through court order.  These items are maintained in a secure, card access area.  Refer to the PRO-D&C-1024: Sealed Files and Documents procedure for processing of these items.
PROCEDURES: 
1. A request is received from Clerk's Office or court personnel to access a sealed fingerprint card or criminal history in a non-criminal case.
2. Verify that the requesting party is authorized to receive the item:

A. If the request is from an internal COC employee, refer to the DPS-NCJA authorized user list.
B. Criminal history information forwarded to Court Administration on non-criminal cases is considered secondary dissemination, however when information is provided to them for the purposes in connection with the prescribed duties of the agency for suitability determination, it is considered to be specifically authorized for that purpose under the law (Arizona Revised Statute 41-1750(Q)(2).
3. Log outgoing fingerprint/criminal history on the appropriate log. The log is maintained in S:\DPS Fingerprint Authorized Users\D&C folder.
POLICIES / RELATED DOCUMENTS:
· ARS 41-1750:  Central state repository; department of public safety; duties; funds; accounts; definitions
· PRO-D&C-1024: Sealed Files and Documents procedure
OTHER PARTIES INVOLVED:
· DPS
· Court Administration
TIME / VOLUME:
· Varied
FREQUENCY:
· Daily
PERFORMANCE MEASURE:
· N/A
SYSTEM ACCESS REQUIRED:
· N/A
REPORTS / FORMS:
· DPS-NCJA authorized user list
DEFINITIONS:
· D&C: Discovery and Confidential
APPLICABILITY:
This procedure applies to all employees of the Clerk of the Court.
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