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PURPOSE:

To provide instruction for processing Sealed Files and Documents sealed by a formal written order of the Court and/or minute entry.
OBJECTIVE:
· To provide the necessary direction to ensure that Sealed Files and Documents sealed by a formal written order of the Court and/or minute entry are processed properly and consistently over time.
GENERAL INFORMATION:
Pursuant to AZ Rules of Civil Procedure 5.4 and 26(c) and Rules of Probate Procedure, Rule 9, specific documents (or the entire file) can be sealed as directed by the Court.  
EVENT DRIVER:

· Discovery and Confidential receives a formal order or minute entry to seal a file. 
PROCEDURES: 
1. Upon receipt of the Minute Entry (ME) or Order from a judge (whether or not it has been sealed by a Courtroom Clerk) accomplish the following actions for cases initiated in 2007 or beyond:
a. Access iCIS, click the “Admin” link under the appropriate case category and input

the case number.  Click on the case number to access the case.

b. Verify there are no pending pre-dockets or pending eFile documents by clicking on the Task bar in iCIS.  Notify ECR-Hotline via e-mail if pre-dockets exist.
(1) Click on Entry.
(2) Click on Case Information.
(3) Under the Access Control box, change the status to Seal.  Click on Save.

c. Access OnBase and input the case number.  Click Find to list all documents related to the case.
(1) Highlight all documents and then right click on the mouse.
(2) Select Run Script on the pop up menu.
(3) Select Change Security Keyword from the drop down menu.
(4) Under Security, type SEALED in capital letters.  Click OK.
d. If there are eFiled documents, follow steps 2 a-e. 

e. Notify via e-mail the D&C Supervisor, Court Room Service Managers, Micrographics, and SCT Exhibits to inform them of the newly sealed file.

2. Sealing eFiled documents:
a. D&C will replace the ECR and converted version, using eFile Clerk review in the Secured Applications located on the COCWeb.
b. Access eFile Clerk Review in the Secured Applications, enter the Filing ID number, use the drop down and click on All Items.  Use the magnifier or press the Enter key.

c. Right click under the Filing Type status bar and select Document Replace. Select Change under the ECR version and enter the new doc handle ID number “41196786” (Note: this ID number is used for Sealed documents). Select Save and repeat step 1 to proceed to the converted version.

Note: The existing Document Handle ID for the ECR and converted document will be replaced by the New Document Handle ID.

d. When sealing entire files, all parts to each eFiled document must be sealed using the drop down of each “Main Document”.  Supporting Documents (999) attached to some of the filings should also be sealed.

e. Send an e-mail RFS to ITG with the following comments: Under Subject, type any of the following that applies, followed by the case number: 
(1) “E-Filing-Seal Document Request”, 
(2) “E-Filing-Un-Seal Document Request”, or 
(3) “Sealed E-File Page Deleted Request”.  

(4) Include the following comments within the e-mail E-Filing ID: 
i. List the filing ID number, 
ii. Old doc handle ID, and 
iii. new doc handle ID, 
iv. Urgency: 4 hours.
3. Partially Sealed Documents:
a. D&C will export the entire document from iCIS to their desk top and delete any pages by using the paper box on the toolbar marked with an X.  A Delete Pages box will appear (See Figure 1).  Enter the pages to be deleted. (Note: There are instances when the document has to be scanned and sent via email by using the Ricoh Copier.  When received in e-mail, save onto the desk top).

Figure 1
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b. D&C will then export the original entire document from OnBase to their desk top and insert a flag sheet noting that a portion of the document has been sealed. Select File To Insert by using the blank page on the toolbar in the Adobe Acrobat Pro.  Insert F-D&C-1003: ORIGINAL ATTACHMENT flag sheet.

(1) Click on Select; the Insert Pages box will appear (See Figure 2).  Select either After or Before or the Page number where the page should be inserted.  

Figure 2
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(2) Click OK. 
(3) Verify the flag sheet has been inserted into the correct place. This will be reimported back into OnBase with the security keyword as “none”.
c. Open OnBase and verify there are now (3) versions of the original document.  One will be the Original, the other will have a flag sheet inserted and one will have the keyword of “SEALED”.  Delete “Original”—the new “Original” will be the version with the flag sheet inserted.
d. To import the document into OnBase, click and drag the document from the Desktop to OnBase.
e. An Import Document dialog box will appear (See Figure 3).
Figure 3
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f. Use the drop down menu in the Document Type box to select the needed document category.
g. Input the following information into the corresponding Keywords fields: (Note: The keywords are copied from the “Original” document).
h. Case number.
i. Docket Code.
j. Filing Date.
k. Parties.
l. Security (type None, unless sealed).
m. DocketEntryID.  DocketEntryID serves as the primary linking tool to link the image from OnBase to iCIS.
n. Scanner ID – Type DNC.
o. Scanned By – enter initials of clerk that performed the export.
4. Order to file documents as a “Confidential Document”:
a. Access iCIS to locate the document being ordered as “Confidential” by the file date and document title.
b. Access OnBase and input the case number and file date, click on Find then select the document and right click to display the Keywords, under “Security” type the appropriate case type confidential security keyword then save the changes.\
5. Sealing a criminal file pursuant to ARS 13-921

a. A 958 minute entry is received ordering a criminal file to be sealed pursuant to  ARS 13-921, meaning the defendant was a juvenile at the time of the offense.

b. Verify that the defendant was, in fact, a juvenile at the time of the offense by noting the DOB and the date of the crime noted in the Direct Complaint or Indictment.
c. Follow steps 1 and 2 for sealing a file.

d. Access the case in iCIS.

(1) Click on the name of the defendant

(2) Change the first name to A.R.S.

(3) Change the last name to Sealed

(4) Change the middle name to 13-921

(5) Click on Save at the bottom of the screen.  This changes the name of the    defendant in this case to Sealed, ARS 13-921.
POLICIES / RELATED DOCUMENTS:
· 16 A.R.S. Rules of Civil Procedure, Rule 26(c), Protective orders  
· Rules of Civil Procedure, Rule 5.4

· Rules of Probate Procedure, Rule 9

· A.R.S 13-921
OTHER PARTIES INVOLVED:
· Judges

· ECR-Hotline

· Court Administration

· Courtroom Services

· Micrographics

· SCT Exhibits

· ITG

· EDM-QC

· EDM
TIME / VOLUME:
· Varied

FREQUENCY:
· Daily
PERFORMANCE MEASURE:
· N/A
SYSTEM ACCESS REQUIRED:
· iCIS

· ETS

· eFile Clerk Review

· COCWeb, Secured Applications

· OnBase

REPORTS / FORMS:
· F-D&C-1001: Flag Sheet for Sealed Docs 
· F-D&C-1003: ORIGINAL ATTACHMENT flag sheet

DEFINITIONS:
· ETS: Exhibits Tracking System
APPLICABILITY:
This procedure applies to all employees of the Clerk of the Court.
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